
Arguments/ Case Law

1. Gang Databases
a. Cal Govn’t Codes - Gang Databases[footnoteRef:0] [0:  https://www.nationalgangcenter.gov/Legislation/California#subject-Databases] 

i. [bookmark: _6r5bnspvwj6i]Cal. Gov't. Code § 70615. (LexisNexis). ["Fees for certain appeals to superior court"]
ii. [bookmark: _sv1zn42917h6]Cal. Pen. Code § 186.34 (LexisNexis). ["Shared gang database; Definitions; Exemptions; Reporting requirements; Written notice required prior to inclusion in database; Information request"]
1. To the extent a local law enforcement agency elects to utilize a shared gang database prior to a local law enforcement agency designating a person as a suspected gang member, associate, or affiliate in a shared gang database, or submitting a document to the Attorney General's office for the purpose of designating a person in a shared gang database, or otherwise identifying the person in a shared gang database, the local law enforcement agency shall provide written notice to the person, and shall, if the person is under 18 years of age, provide written notice to the person and his or her parent or guardian, of the designation and the basis for the designation, unless providing that notification would compromise an active criminal investigation or compromise the health or safety of the minor.[footnoteRef:1] [1:  https://codes.findlaw.com/ca/penal-code/pen-sect-186-34.html ] 

2. (d)(1)(A) A person, or, if the person is under 18 years of age, his or her parent or guardian, or an attorney working on behalf of the person, may request information of any law enforcement agency as to whether the person is designated as a suspected gang member, associate, or affiliate in a shared gang database accessible by that law enforcement agency and the name of the law enforcement agency that made the designation.  A request pursuant to this paragraph shall be in writing.
iii. [bookmark: _txjx8dfqih1z]Cal. Pen. Code § 186.35 (LexisNexis). ["Appeal of gang member designation in shared gang database"]





2. Intent to cause harm
i. Removal of language from bulletins 
1. See inconsistencies in OIG audit page 3
ii. One area advised “develop reasonable suspicion to stop folks” 
1. See Inconsistencies in OIG audit page 3
iii. Malfeasance 
iv. Corruption 
v. Canadian broadcast for “banish”	Comment by Jamie Rae: Unclear to me... did LAPD say this to CBC
vi. It's in the name LASER
1. “The basic premise is to target violent repeat offenders and gang members who commit crimes in the specific target areas with “laser-like precision,” analo- gous to laser surgery, where a trained medical doctor uses modern technology to remove tumors or improve eyesight. First, the area is carefully diagnosed—who are the offenders, and where and when are they involved in criminal activity? Plans are then developed to remove offenders, from an area, while minimizing the disruption and harm to the larger community. Extraction of offenders takes place in a “non-invasive” manner (no task forces or saturation patrol activities), and the result produces less disruption of neighborhoods by police. Continuing with the medical analogy, by extracting offenders surgically, recovery time of the neighborhood is faster.” [footnoteRef:2] [2:  003 LASER Uchida Swatt LAPD.pdf] 


3. Consequences for civil liberties and personal freedom 
i.) Chronic offenders were subject to increased targeting for police surveillance and stops, and greater exposure to arrest
· “The COB’s are then distributed daily to special units who, aided by multiple forms of surveillance technology such as Stingray, Trapwire, CCTV, and license plate readers, are ordered to “actively track” , “watch” “surveill” and “target these offenders” [footnoteRef:3] [3:  Quartely Reporting Period  01/01/2017- 03/31/2017 page 166] 

ii.) dire consequences for pursuance of education, employment and housing[footnoteRef:4] [4:  ] 

· COB’s are subject to targeting for eviction
iii.) Likely individuals who repeatedly stopped and harassed by police because the designation, of which they were never notified. 
iv.) Interferes with liberty interests protected by the Due Process Clause, including rights of free movement, association, and speech
v.) irreparable injury
· “The loss of First Amendment freedoms, for even minimal periods of time, unquestionably constitutes irreparable injury” 26  Fresno v. Cty. of Fresno, 835 F. Supp. 2d 849, 870 (E.D. Cal. 2011); see also Elrod v. Burns, 427 U.S. 347, 373 (1976) 
5.) Deprivation of right to due process 
· particularly so because the program allowed unfettered discretion, arbitrary, discriminatory, and error-ridden
6.) LAPD actions amounted to unconstitutional conduct 
· See OIG inconsistencies document
· the extent of LAPD’s unconstitutional conduct may be even larger than OIG report indicated given the audits limited scope
· the labelling and tracking of COB’s constitutes police (mis)conduct and Per CA Senate Bill 1421, all records pertaining to such should therefore be released :P
7.) Presumption of guilt
· violates constitutional rights by, issuing consequences including being served evictions without ever having even been arrested
i.) Not “innocent until proven guilty..”
8.) unlawful and biased practices 
i.) “One anonymous officer explained to Brayne that the point-based system lets law enforcement officials continue to profile Angelenos while technically complying with federal law. “They say you shouldn’t create a—you can’t target individuals especially for any race,” the officer said. “We didn’t want to make it look like we’re creating a gang depository of just gang affiliates or gang associates…We were just trying to cover and make sure everything is right on the front end.”[footnoteRef:5]  [5:  https://www.topic.com/can-you-arrest-people-before-they-commit-crimes] 


9.) Through the LASER program, LAPD shares information on chronic offenders and people affiliated with them with third parties in turn causing significant known and unknown harm.  
· The LASER program uses Palantir to create Chronic Offender Bulletins, to track vehicles using data from the Automated License Plate Reader, to examine social networks, and for other investigative purposes[footnoteRef:6]  [6:  --No cost extension 012413] 

· Palantir links to “state-based, county-based, and other police data systems.” Specifically, LAPD uses Palantir to link to DMV, LA Sheriff, LBPD, and California DOJ.[footnoteRef:7]  [7:   PDF Title: Jan-Jun 2015 Semi Annual Progress Report; see also: Jan-Jun 2015 Progress Report pdf)] 

· Palantir links to CLETS,[footnoteRef:8] which “used to be the primary digital tool for many officers in California. It contains criminal records and restraining orders, but also details of cars and drivers from the Department of Motor Vehicles in California and neighboring Oregon. That means that it includes millions of people outside the criminal justice system.[footnoteRef:9] [8:  Khan Hamid C17-0500027 Operation LASER]  [9:  https://www.wired.com/story/how-peter-thiels-secretive-data-company-pushed-into-policing/] 

· Per August 2015 County of LA’s Department of Auditor/Controller’s Review of all transactions between Palantir and LA County, the LAPD “is a member of JRIC (Joint Regional Intelligence Center), and when they discovered JRIC used Palantir, LAPD established a data sharing agreement with JRIC in 2011.” (page 15 of review)
i.) As of 2015, there were 78 fusion centers throughout the US (same source as above)
· LAPD Palantir platform contains more than 30 regional law enforcement data sets from more than seven law enforcement agencies, accessed through one user interface. Palantir includes nearly 200 million pieces of law enforcement information, with data ranging from crime and arrest information to warrants. (source: LAPD Proposed budget FY 2018-2019)
Additional Public interest
i. Through the LASERs programs use of social network analysis, automatic license plate readers, and other police surveillance mechanisms, individuals not considered chronic offenders are also subject to police surveillance and monitoring. 
· LASER uses License Plate Readers (LPR) to track chronic offenders. “LPRs may be useful in tracking potential suspects. By placing them on streets in the hotspot areas, investigators will be able to obtain data on specific vehicles driven by Chronic Violent Offenders and other suspects.”[footnoteRef:10] However, “ALPRs are dragnet surveil- lance tools; they take readings on everyone, not merely those under suspicion. Cameras mounted on police cars and static ALPRs at intersections take two photos of every car that passes through their line of vision—one of the license plate and one of the car—and records the time, date, and GPS coordinates, and the most common use of ALPRs is simply to store data for potential use during a future investigation.”[footnoteRef:11] [10:  Operation LASER: Reducing Gun-Related Crime in Los Angeles Preliminary Results of the Smart Policing Initiative  ]  [11:  Brayne, 2017.] 

i. “Potential Fourth Amendment consequences when it comes to a network of license plate readers that keep records of cars’ locations over time, information not readily available to the public. Unlike individual plate checks, the creation of a database (Palantir) of presumptively innocent people’s movements is not closely tied to the regulatory purposes cited by the Supreme Court”
ii. U.S. v. Jones, ruled planting a GPS tracker on a car for 28 days without a warrant created such a comprehensive picture of the target’s life that it violated the public’s reasonable expectation of privacy.
· The Laser Program uses closed circuit television (CCTV) cameras in key locations[footnoteRef:12] and wireless cameras to “record crime taking place at locations.”[footnoteRef:13] [12:  Operation LASER: Reducing Gun-Related Crime in Los Angeles Preliminary Results of the Smart Policing Initiative -Operation LASER: Reducing Gun-Related Crime in Los Angeles Preliminary Results of the Smart Policing Initiative ]  [13:  Revised-Smart Policing Budget Narrative LAPD 05-03-13.docx] 

i. violated the Fourth Amendment rights & Fourteenth Amendment’s protections against discrimination?  
1.  United States v. Vargas,
2. United States v. Cuevas-Sanchez,
3. Shafer v. City of Boulder
· Social network analysis 
1. All LASER+ Bureaus, Divisions, CIDs, and the LAPD Research Partner (Justice & Security Strategies/JSS) will engage in the following: Use social network analysis to determine the linkages between and among gangs and gang members across Division and Bureau boundaries[footnoteRef:14] [14:   Source: 1 Timeline for Operation Laser.docx] 

· Could impact future
Information is being gathered on people that will impact their lives-how they are sentenced, how they are treated, CNAP, 
Right to know-people need to know the level/scale of harm 
Right to pursue redress
How program impacts ppls lives-being surveilled, stopped. Being displaced, 
All based on presumption of guilt 
To ensure purging of data from database to ensure it doesnt become open source and brokered 
Asking people who are listed as service providers about familiarity with program ; why they think COB should be released 



2.) Legal

· Case Law and/or Related cases
i)New York FOIA lawsuit against predictive policing 
·  judge in December ordered New York City police to release records about its predictive policing tools after officials declined to disclose documents requested by the Brennan Center for Justice at New York University School of Law. The center is seeking information about the department's use of Palantir's products and other records.
ii.) Chicago FOIA lawsuit against strategic subjects list
· journalists and others who have requested the release of the full algorithm and other information about how the List is used have long been denied by the CPD, recently leading the Sun-Times and several independent journalists, including the Invisible Institute’s Jamie Kalven, to file a lawsuit against the CPD contesting this refusal. Lewin’s reference to public records laws is potentially a nod to a ruling issued by Attorney General Lisa Madigan’s office in February, which found that the CPD’s refusal to comply with a separate Sun-Times records request for the List violated the state Freedom of Information Act. The ruling, if not directly forcing the CPD to publish the List, put it on shakier legal standing, and likely influenced its decision to partially release data from the List three months later..[footnoteRef:15] The lawsuit is also seeking information about names on the list, how names are found to run through the algorithm, and how often the algorithm is updated.[footnoteRef:16] The case remains pending but Chicago police have released some, but not all, of the requested data. [15:  
,  https://southsideweekly.com/predictive-policing-long-road-transparency/]  [16: https://www.americaninno.com/chicago/chicago-pd-sued-over-crime-prediction-algorithm/] 

iii.) New Orleans lawsuit against predictive policing 
· Information about New Orleans' predictive policing program is now being sought in court by Kentrell Hickerson, who is appealing his convictions on gang-related charges. Hickerson said prosecutors should have given him any information about city police's possible use of Palantir in his case, NOLA.com/The Times-Picayune reported. A judge said in April that Hickerson can subpoena city officials for the information. The case remains pending.
iv.) ACLU v. Superior Court
· The case arose when the ACLU sought the ALPR data, gathered by fixed and roaming cameras that collect the license plate number of any car that passes through the camera’s range. The Los Angeles Police Department and the Los Angeles Sheriff’s Department denied disclosure based on the investigatory record exemption and the public interest balancing test. In a unanimous decision, the court rejected law enforcement’s interpretation that this indiscriminate collection of data qualified as an “investigation.”
v.) Other cases where lists were released?


